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[bookmark: _Toc462478989]Abstract of the contribution: This paper proposes a new Solution for PDU Session establishment with non-3GPP access for eliminating IPSec tunnel for UP.
[bookmark: _Hlk158208767]1	Discussion
This paper proposes a new solution for KI#2.2 of the FS_MASSS SID (SP-240467). 
[bookmark: _Hlk158208812]2	Proposal
It is proposed to include the following changes in TR 23.700-54 V0.2.0.
[bookmark: _Toc510607461]		* * * * Start of Changes * * * *
[bookmark: _Toc160552493][bookmark: _Toc161061118][bookmark: _Toc157587533][bookmark: _Toc157657229][bookmark: _Toc500949099][bookmark: _Toc22214909][bookmark: _Toc94258956][bookmark: _Toc97289436]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of DualSteer Solutions to Key Issues
	
	Key Issues for DualSteer

	Solution#
	Key Issue #1.1
	Key Issue #1.2
	Key Issue #1.3
	Key Issue #1.4

	#X
	
	
	
	

	
	
	
	
	



Table 6.0-2: Mapping of ATSSS_Ph4 Solutions to Key Issues
	
	Key Issues for ATSSS_Ph4

	Solution#
	Key Issue #2.1
	Key Issue #2.2

	#2.1
	X
	

	#2.2
	
	X

	#2.3
	X
	

	#2.4
	X
	

	#2.5
	X
	

	#2.6
	
	X

	#2.7
	
	X

	#2.8
	
	X

	#2.X
	
	X



		* * * * Second Change (all new text) * * * *
6.2.Y	Solution #Y: Eliminate IPSec tunnel for UP
6.2.Y.1	Description
[bookmark: _Toc500949101][bookmark: _Toc22214910][bookmark: _Toc94258957]This solution addresses the Key Issue#2.2 "Simplified ATSSS architecture over non-3GPP access" that related to eliminate IPSec tunnel encapsulation.
6.2.Y.2	Procedures


Figure 6.2.Y.2-1: PDU Session Establishment for UP w/o IPSec tunnel over non-3GPP access
0.	The SMF is aware of the Tunnel Capabilities of the N3IWF/TNGF for UP, e.g., based on operator configuration.
1.	The UE sends a PDU Session Establishment Request (Tunnel Capabilities) message for ATSSS to AMF. This message shall be sent to N3IWF/TNGF via the IPsec SA for NAS signalling (established as specified in clause 4.12.2 of TS 23.502 [a]) and the N3IWF/TNGF shall transparently forward it to AMF in the 5GC. The Tunnel Capabilities indicate the tunnel type that the UE supports for UP, e.g., GRE, QUIC, etc.
2.	The AMF invokes Nsmf_PDUSession_CreateSMContext Request service operation towards an SMF.
3.	In case the UP security is not required for the PDU Session, the SMF selects the tunnel type according to the Tunnel Capabilities of the UE and the N3IWF/TNGF. If a tunnel type is supported by both the UE and the N3IWF/TNGF, the SMF indicates the tunnel type to the N3IWF/TNGF and the UE, i.e., invokes Namf_Communication_N1N2MessageTransfer Request (N2 Info ([tunnel type, tunnel ID]), N1 Info (PDU Session Establishment Accept ([tunnel type, tunnel ID]))) service operation towards the AMF.
4.	The AMF sends N2 message ([tunnel type, tunnel ID], PDU Session Establishment Accept ([tunnel type, tunnel ID])) to the N3IWF/TNGF.
5.	If tunnel type is received, the N3IWF/TNGF stops initiating Child SA creation procedure for the PDU Session as well as do not apply security for the UP of the PDU Session.
6.	The N3IWF/TNGF forwards the PDU Session Establishment Accept ([tunnel type, tunnel ID]) towards the UE over the IPSec SA for NAS signalling. If tunnel type is received, the UE sends and receives data of the PDU Session without IPSec tunnel. 
6.2.Y.3	Impacts on services, entities and interfaces 
Editor's note:	This clause captures impacts on existing 3GPP services, entities and interfaces.
SMF:
-	Indicates N3IWF/TNGF to use another tunnel technology to stop IPSec SA creation for UP of PDU Session.
-	Indicates UE to use another tunnel technology to stop using IPSec tunnel for UP of PDU Session over non-3GPP access.
N3IWF/TNGF:
-	Support to use another tunnel technology indicated by network to stop IPSec SA creation with the UE for UP of PDU Session.
UE:
-	Support “Tunnel Type” capability and necessary tunnel information exchange with network
-	Support to use another tunnel technology indicated by network to stop use IPSec tunnel for UP of PDU Session over non-3GPP access.
* * * * End of Changes * * * *
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